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Cyber Threat Targeting Critical Energy Infrastructure is Evolving: A Move From 
Cyber Security to Cyber Resilience is Needed

“…  Countries have the capability to successfully launch a cyber-attack that could shut down the electric grid in parts of the 
United States” Admiral Rodgers - NSA Director testimony to Congress, Nov. 2014

It's only a matter of the when, not the if, you are going to see a nation state, a group or an actor engage in 
destructive behavior against critical infrastructure of the United States,” 
Admiral Rogers, Director, NSA, US Cyber Command, CNET, March 5, 2016



Digital Ghost: An Industrial Immune System for Critical Energy Infrastructure
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Self Healing Game Changer - Successfully demonstrated Digital Ghost’s ability to - Detect, Localize and Neutralize 
advanced cyber attacks in various critical energy infrastructures and systems

A Move from Security to Cyber Resilience - Digital Ghost combines over 38+ innovative patents that combines artificial 
intelligence, cyber-physical resilience  and other advanced threat mitigation solutions

Cyber Resilience & Optimization; While most cybersecurity solutions increase costs and reduce functionality, Digital 
Ghost has the potential to improve asset performance and reduce costly faults from all cyber-physical hazards.
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GE Research… interdisciplinary R&D to scale
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